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COUNTRY DIGITAL TRANSFORMATION GAPS: OVERVIEW
Haiti presents severe shortcomings in all the digital transformation enablers that are crucial to foster and leverage digital government: digital governance and institutions, legal and regulatory framework, digital talent, and digital infrastructure and tools.[footnoteRef:1] The lack of this digital transformation enabling framework prevents Haiti from developing this agenda in a coherent, sustained and inclusive way, therefore affecting its ability to leverage digital transformation as a fundamental means to contribute to achieve the country’s governance, growth and inclusion goals. [1:  	IDB (2022). Government digital transformation guide] 

In 2022 Haiti ranked 187 (of a total of 193 countries) in the UN e-government index.[footnoteRef:2] This indicates deficiencies in quantity and quality of government online services (where the country ranks 189), e-participation (182), human capacity (175), and connectivity (164). Haiti ranks below countries such as Nicaragua (130) and Belize (133), and only above countries such as Central African Republic (191) and Somalia (192). Compared to 2008, when Haiti ranked 165, the country shows an important decrease. In the period 
2003-2022, its average score (176) is the ninth lowest in the world.  [2:  	UN e-Government Knowledgebase: Data Center (un.org)] 

1) Digital governance and regulatory framework
The country lacks a sound digital governance architecture, where roles of public agencies responsible for digital transformation policy are clearly defined, coordination and accountability mechanisms are impactful, and leading agencies have the capacity to fulfill their mandate.[footnoteRef:3] Haiti also lacks a national digital transformation strategy and sectoral digital transformation plans. And the digital transformation legal and regulatory framework is scarce, inadequate and outdated.  [3:  	Gaps in public sector digital governance are discussed in the Project Profile Document.] 

2) Digital talent
Digital talent is also a challenge. There are low digital skills among citizens, workforce, firms, and public sector employees. The country is ranked 127 out of 141 countries on ICT adoption[footnoteRef:4], reflecting the compounding issues of low digital skills (from digital literacy to advanced skills) and underdeveloped ICT sector and digital innovation ecosystem.  [4:  	WEF (2019). The Global Competitiveness Report ] 

3) Connectivity and Digital infrastructure and tools
There are important gaps both in connectivity and digital crosscutting shared services and solutions. Just 35% of the population used internet in 2020 (compared to a regional average of 78%),[footnoteRef:5] reflecting connectivity issues in terms of access, quality and affordability, which are compounded by deficient access to electricity. Connectivity issues are in turn due, among others, to an inadequate regulatory framework that does not foster a competitive digital infrastructure and services market, also limiting public-private arrangements to invest in the sector.[footnoteRef:6] The country lacks a cybersecurity national strategy, and cybersecurity governance, legal framework, and operational and technical capacity.[footnoteRef:7] Haiti also presents widespread deficiencies in other technological enablers for the digital transformation of public and private sector, including cloud infrastructure, interoperability, digital identity, digital document management, digital signature, digital payments, online services, and data governance, among other digital shared crosscutting tools. [5:  	World Bank (2023). Individuals using the Internet (% of population) - Haiti; World Bank (2016). Modern, Open and Innovative: The Challenges of new Technologies in Haiti]  [6:  	World Bank “Haiti Digital Acceleration Project” (HDAP, P171976). ]  [7:  	Gaps in Cybersecurity are discussed in the Project Profile Document.] 


MINISTRY OF ECONOMY AND FINANCE (MEF) DIGITAL TRANSFORMATION GAPS
As a reflection of the country’s low level of digital transformation of the public sector and the gaps explaining this, the Central MEF[footnoteRef:8] presents severe limitations in digital infrastructure and digital shared solutions and services that are key technological enablers for the digitalization of processes and transactions underlying the core management systems this ministry runs. This includes strategic internal management services and tools supporting both the entire Central MEF back-office operation and front-office processes at the Minister Office, General Directorate, DGTCP and DGB entailing senior management’s document processing and signature. The Central MEF also has gaps in digital talent, which is compounded by a context of brain drain across the institution and the entire public administration due to the country’s Fragility, Conflict, and Criminal Violence (FCCV) situation. Furthermore, the Central MEF presents limited functional and technological capacities to leverage digital technologies, including the weak capacity of its Information Systems Directorate (DSI) which manages technological aspects of systems improvement. [8:  	“Central MEF” refers to core MEF Internal Services and Deconcentrated Services, and their corresponding Directorates and Units: MEF Internal Services -Minister Office, General Directorate, and Treasury and Accounting Directorate (DGTCP)- as well as a critical MEF Deconcentrated Service -the Budget General Directorate (DGB). This thus excludes (i) other MEF Deconcentrated Services such as Taxes General Directorate (DGI), Customs General Administration (AGD), Finance General Inspection (IGF), and Information Technology Institute (IHSI), among other; and (ii) MEF Autonomous Organisms such as Fight Against Corruption Unit (ULCC), Economic and Social Assistance Funds (FAES), and Industrial Parks National Society (SONAPI), among other.] 

1) Digital infrastructure
1.1. 	Connectivity and Energy
The Central MEF lacks quality connectivity for high-demand applications, and it also has deficient and unstable energy supply for the operation of their connectivity solutions. According to the DSI, approximately only 50% of the Central MEF connectivity and energy needs are currently addressed.[footnoteRef:9] Gaps entail both main connectivity sites (approximately 40% of the gap), and connectivity for departmental sites (10%). The current wide-area network (WAN) solution requires capacity and reliability improvements.[footnoteRef:10] For the operation of their connectivity solutions the MEF uses electricity provided by the public power utilities and their own generators. However, both are highly unreliable given that public electricity is unstable and limited, and generators face issues associated to volatile gas supply and costs.[footnoteRef:11]  [9:  	This includes past and upcoming investments in connectivity improvement in the context of execution of operation 4820/GR-HA. This also includes energy reinforcement that would be provided by World Bank “Haiti Digital Acceleration Project” (P171976).]  [10:  	The MEF currently operates with a MEF-owned and managed Multiprotocol Label Switching (MPLS) as wide-area network (WAN) connectivity solution. Connectivity is mainly provided by one of the mobile broadband operators in the country (Natcom), whose services are low quality and high cost. Reinforcing connectivity could entail satellite broadband as a backup for main connectivity sites (given the limited capacity of this type of solution), and to connect remote areas underserved by mobile network operators.]  [11:  	MEF connectivity sites have uninterruptible power supply (UPS) devices sourced by public energy and generators, both of which are unreliable. More autonomous energy alternative and backup options could entail battery and solar power solutions.] 

1.2. Cloud infrastructure
The Central MEF also has weak cloud infrastructure. IT infrastructure is currently hosted in two MEF-owned and managed local data centers, which face issues of reliability, capacity, accessibility and deficient technology.[footnoteRef:12] The MEF lacks cloud computing IT infrastructure, rendering critical applications, services and data vulnerable and with limited effectiveness, in a context where lack of financial and human resources coupled with connectivity, energy and security problems make it critical to leverage digital infrastructure and solutions as a service.  [12:  	The MEF main data center is housed in the premises of the airport in Port-au-Prince, a location that was chosen for security and energy supply reasons; however, the distant location also generates management inconveniences. A backup, legacy data center is located in downtown, with accessibility issues due to the insecurity situation in the capital. Data centers’ software defined infrastructure (SDI) lacks automatization to manage system prioritization and traffic flow. ] 

2) Digital shared crosscutting solutions and services
2.1. Interoperability
While the MEF has implemented some improvements to its interoperability platform, scope and effectiveness is still very limited.[footnoteRef:13] Their current interoperability platform allows partial data exchange and with a very limited number of public sector agencies (such as National Identity Office (ONI), Taxes General Directorate (DGI), and Customs General Administration (AGD), ending in a low rate of data exchanged. This is a critical issue given that MEF’s interoperability platform is expected to become the public sector single interoperability platform allowing data exchange between all government agencies and with private sector actors. Gaps entail enhancing virtualization, addressing 
agencies’ needs of IT infrastructure and personnel to locally host and operate platform nodes, ensuring capabilities to enable digital document management and other system improvements,[footnoteRef:14] and increasing scope to other critical service delivery public agencies.  [13:  	The MEF current interoperability platform –the Unified Exchange Platform (UXP), which aims to follow the Estonian X-Road model- has benefited from support from donors including the European Union and the World Bank. However, its scope is limited and faces precarious financial resources for its operation. Furthermore, since the UXP was originally developed in the Human Resources Management Office (OMRH) and not the MEF, there are configuration and governance issues that also need to be sorted out.]  [14:  	For example, the interoperability platform is crucial for MEF financial and administrative system improvements being supported by operation 4820/GR-HA (such as the biometric registry of permanent civil servants and contractors -RIFOP), and by World Bank “Improving Haiti’s Public Financial Management and Statistical Information Project” (PAGEFIS, P157531) which is deploying critical modules of the Integrated Public Financial Management System (IFMIS/SIGFIP).] 

2.2. Institutional email
The Central MEF also presents a limited institutional email system and very low uptake among employees, with email communications being done almost completely through personal emails from administrative and technical levels all the way to the MEF Minister.[footnoteRef:15] Gaps entail both capacity and reliability of the institutional email solution, and change management to foster awareness, incentives, accountability, and user support to ensure uptake. [15:  	Only the MEF UCP (Project Coordination Unit, in charge of the management of some donor-funded projects) uses the institutional email with some regularity, an exception in the entire institution.] 

2.3. Digital document management, Digital signature, and Digital payments  
Paper-based and in-person transactions and interactions are pervasive across the Central MEF for document management and signature as well as for payments management. The Central MEF entire operation -like the rest of the public administration- is characterized by inefficient and ineffective paper transactions. The whole document workflow and signature is paper-based (i.e. 0% of documents are managed or signed digitally). Payroll management is another emblematic reflection of this, with currently about 80% of permanent public sector employees of the whole public administration being paid through paper-based check issuance and in-person check collection and cashing. In 2022, the annual cost of permanent employees’ payroll payment management (i.e. payment processes and transportation costs) was estimated to be approximately US$ 846,000 or 0.12% of the payroll. Similarly, even though budget execution procedures allow payments to suppliers either by check or bank deposit, currently 100% of payments to MEF suppliers are done through paper‑based check issuance. Moreover, payments to suppliers entail the issuance of two simultaneous checks, one for the supplier and one for the tax authority (DGI) to ensure the corresponding tax is retained and paid. 
In the case of document management, the Central MEF has taken some initial steps towards digitalization.[footnoteRef:16] However, progress has been limited as there is no underlying business process optimization approach with digital solutions supporting it, and paper digitization needs are high and have not been addressed in a sustainable way. Once materialized, meaningful improvements need to be scaled up in the whole Central MEF as well as critical MEF Deconcentrated Services (such as the DGI and AGD) and Autonomous Organisms (such as the ULCC).  [16:  	In the context of operation 4820/GR-HA, there are activities planned to design a document management solution.] 

Regarding digital signature, there is some progress with a legal framework for its use in the public administration, but the operationalization of this framework is still not in place and the framework needs enhancements to ensure a feasible, gradual, risk-based approach. At the MEF level, an outdated legal framework further impedes the use of digital signature, affecting all administrative and functional areas and officers,[footnoteRef:17] and adding to the lack of a technological solution. [17:  	Legal framework barriers affect alike officers processing documents, and public accountants issuing payments to public sector employees or providers.] 

Management of payments to public sector employees and suppliers presents functional, legal, operational and technological challenges. The payments chain involves both the Central MEF and the Central Bank (BRH), and there are functional and technological issues on both sides, in the interface between them, and in the interface with private sector financial institutions. On the Central MEF side, functional issues are related to the lack of framework and tools to control legitimacy and integrity of pay issuance -a problem that will be partially addressed by the deployment of the Integrated Public Financial Management System (IFMIS/SIGFIP) and its public sector employees’ pay and pension modules.[footnoteRef:18] At an operational and technological level, there is no automated integral payment system and the Central MEF currently operates with multiple manual siloed payment tools. The interface between the Central MEF (authorizing and issuing the payments) and the BRH (ensuring the funds to materialize them) is affected by a weak BRH payment infrastructure and deficient data exchange mechanisms that do not allow knowing in real time the status of payment issuance and execution. This adds to deficiencies in the interface with private sector financial institutions, and even public institutions that support the BRH role such as the National Credit Bank (BNC). As a consequence, payments via checks are pervasive while payments via bank deposits are rather exceptional (and vary significantly in the event of control or operational issues). In the specific case of payments to Central MEF suppliers, while challenges regarding budget allocation, payment authorization, and payment traceability will be tackled by the IFMIS/SIGFIP, gaps related to a digital payment solution remain unaddressed. [18:  	Operation 4820/GR-HA will address some of the functional and technological issues affecting payments to public sector employees.] 

2.4. Hybrid -in office and remote- work environment
The country FCCV situation, with gang-controlled areas and increasing kidnappings and killings[footnoteRef:19], limits severely the ability of employees to commute to MEF buildings, and more broadly pushes people to either be internally displaced or leave the country causing brain drain across all public sector institutions. The FCCV situation critically undermines the operation and business continuity of the entire public administration, including the MEF’s, as frequent lockdowns and criminal violence both impede in-office operation and exacerbate digital connectivity and energy issues thus affecting remote work options. Hybrid -in office and remote- work, supported by autonomous connectivity and energy tools, is a solution the MEF is contemplating to increase the resilience of its operation and business continuity, and to mitigate brain drain by leveraging the benefits of a more flexible and resilient work environment. However, the MEF lacks the regulatory, digital talent, and technological environment to enable hybrid work. There is a minimum level of de facto hybrid work already in place as a consequence of the FCCV and post-Covid context.[footnoteRef:20] During the Covid-19 pandemic, the MEF implemented a virtual private network (VPN); however, access to the VPN is limited and granted on a case-by-case basis. Furthermore, MEF employees with access to the VPN have to use their personal computers for remote connection, and their ability to use the VPN is limited by connectivity and energy issues. In addition to VPN, connectivity and energy limitations, key complementary tools for remote work, such as digital document management, digital signature and digital payments, are also lacking as described above. [19:  	Crime and insecurity in the country, and particularly in the capital, are rampant and have worsened considerably over the past years. The country presents a severe deterioration of the social fabric, with high inequality, high levels of urban violence, and increasing vulnerable neighborhoods. Organized criminal gangs have gained power, and some areas are under the control of armed groups fighting to gain more territory which has caused internal displacements. In 2021, the homicide rate per 100,000 inhabitants was 13.7, an increase of 104% over 2018 (6.7) according to InSight Crime data. And only between April and June 2023, approximately 1,860 people were killed, injured or kidnapped, representing a 14% increase compared with the first three months of the year, according to UN data.]  [20:  	Currently, the limited hybrid work experience at the Central MEF is associated with the functions performed by different Directorates, with the DSI operating mostly virtually while the General Directorate, DGTCP, and DGB, as the majority of the other Directorates, operate mostly in-office.] 

3) Digital talent and Capabilities for digital transformation
3.1. Compounding issues of FCCV, brain drain, and low digital talent
Public sector institutions, including the MEF, suffer from brain drain due to the country’s FCCV situation, exacerbating the weaknesses of the civil service and management systems. In the specific case of the Central MEF, its workforce is increasingly diminishing across all hierarchy levels.[footnoteRef:21]   [21:  	Extrapolating data for the period of October to December 2023, at a rate of 68 permanent civil servants per month requesting or declaring the end of their services at the MEF, approximately 17% of the permanent employees’ workforce is lost in a fiscal year.] 

Adding to this challenge that affects human resources’ availability, competencies and ability to work, there are low digital skills among Central MEF employees, from digital literacy to advanced skills.
3.2. MEF Information Systems Directorate (DSI) capacity
The MEF DSI presents a weak operational and technical capacity. This is related to multiple issues, including the fact that currently there is no public funding for the DSI staff and consultants, despite its critical role to ensure operation of MEF information systems and implement innovations towards the digital transformation of MEF.[footnoteRef:22] In addition to this, the DSI human resources are insufficient to address all the relevant IT areas and 
tasks,[footnoteRef:23] and it lacks basic infrastructure and equipment to operate. From a strategic perspective, the DSI also needs to define a new masterplan for the digital transformation of the MEF in consistency with the institution’s current needs and goals.  [22:  	Currently, all DSI staff (six employees, including the DSI director, two senior sub-directors, and three junior specialists) and consultants are funded by operation 4820/GR-HA under a phasing-out schema whereby country resources should increasingly replace this funding to ensure sustainability.]  [23:  	For example, the DSI lacks a cybersecurity specialist.] 


