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I. [bookmark: _Toc165659016]INTRODUCTION
1.1 This document describes the main elements of the monitoring and evaluation arrangements of the operation, including monitoring tools, evaluation strategies and the distribution of responsibilities.
1.2 The operation will use the Bank's existing monitoring mechanisms for Sovereign‑Guaranteed operations, notwithstanding any additional mechanisms agreed upon with the Executing Unit. The monitoring arrangements will be reviewed, and if applicable, updated, both at startup and in the mid-term of the operation. Additionally, progress in compliance with these arrangements will be monitored during portfolio reviews at the country level, twice a year.
1.3 The evaluation will assess the contribution of the project to the achievement of the specific objectives, measured through its main indicators (either associated with the general objective or with specific objectives). For these purposes, an analysis will be carried out through a before and after methodology using the information available in the Results Matrix. To establish the plausible contribution of observed outcomes to the program intervention (attribution), this analysis will be complemented by qualitative evidence and a theory of change review supported by relevant evidence of the effectiveness of similar interventions in comparable settings. When considered feasible and relevant, the evaluation may consider empirical analyzes with causal attribution (experimental or quasi-experimental).
II. [bookmark: _Toc165659017]PROJECT SUMMARY
2.1 Objectives of the project. The project general development objective is to contribute to improvements to policy implementation and service delivery to citizens by supporting increased effectiveness of public management through digitalization. The specific development objectives are to: (i) increase the institutional capacity of the digital government agency; (ii) increase efficiency of core management systems run by the Central MEF through digitalization of Central MEF internal management; and (iii) increase cybersecurity monitoring and management capacity of priority public agencies.
2.2 Components. To achieve these objectives, the project has been structured into three components described below.
· Component 1. Public sector digital governance (US$1.2M). This component will help achieve specific objective (i) and aims to strengthen both public sector digital governance and the institutional capacity of the digital government agency (Statistics and Information Technology Institute, IHSI). The component will finance: (i) Strengthening of digital governance architecture, through assessments and recommendations for a better definition of roles of the public agencies responsible for digital transformation policy (IHSI, Unité E-Gouvernance de la Primature, and the National Telecommunications Council, CONATEL), including IHSI responsibilities as digital government agency leading and coordinating digital transformation throughout the government, and coordination and accountability mechanisms among these agencies; and (ii) Strengthening of the IHSI as digital government agency, through support to its technical and organizational capabilities by financing the reinforcement of the IHSI technical team, technical assistance and training to the IHSI, and the preparation of an operations manual in consistency with the IHSI mandate.
· Component 2. Digital transformation of Central MEF internal management (US$9.3M). This component will help achieve specific objective (ii) and aims to deploy technological enablers and improve capabilities for the digitalization and efficiency of processes and transactions that underly core crosscutting management systems run by the Central MEF, focusing on the digital transformation of Central MEF internal management. This involves digitalization of strategic internal management services and tools supporting both the entire Central MEF back-office operation and front-office processes at the Minister Office, General Directorate, General Directorate, and Treasury and Accounting Directorate (DGTCP) and Budget General Directorate (DGB) entailing senior management’s document workflow and signature. This will be achieved by strengthening the following at the Central MEF: (i) digital infrastructure, including connectivity and energy, and cloud infrastructure; (ii) digital shared crosscutting solutions such as interoperability platform, institutional email system, digital document management, digital signature, digital payments for suppliers, and hybrid -in office and remote- work solution, supported by training on the use and management of solutions, as well as change management; and (iii) MEF’s Information Systems Directorate (DSI) technical capacity. This will allow both (a) piloting in the Central MEF digital solutions that can be shared and scaled up across the whole public administration, and (b) deploying solutions to digitalize Central MEF internal management that in turn contribute to digitalize the core management systems run by this key actor. The whole set of digital solutions to be deployed, including the remote work tool, will directly address the Central MEF critical need of improving the resilience of its operation and business continuity in the fragility, conflict, and criminal violence (FCCV) context, and will contribute to mitigate brain drain. Digitalization activities will be oriented by a process optimization approach. Training and change management will be implemented with a gender equality perspective, fostering the participation of Central MEF women employees and ensuring they benefit from activities aimed at developing digital skills.
· Component 3. Public sector cybersecurity capacity (US$3.0M). This component will help achieve specific objective (iii) and aims to develop public sector cybersecurity capacity by supporting: (i) public sector cybersecurity governance through assessments to define and implement an optimal governance model (in consistency with the public sector digital governance to be fostered by Component 1); and (ii) capacity to protect, monitor, detect, respond, and recover from cybersecurity incidents, including the implementation of a Cybersecurity Incident Response Team (CSIRT) that will protect critical systems of priority public agencies, and support to its operational capacity by financing CSIRT specialized team members, technological tools for its operation, and technical assistance and training to the CSIRT, as well as training to cybersecurity specialists in key public agencies, and cybersecurity awareness for public sector employees.
2.3 Annex 1 presents the projected annual costs details, broken down at the component level.
2.4 Expected project results. The expected impact of contributing to improvements to policy implementation and service delivery to citizens by supporting increased effectiveness of public management through digitalization will be associated to improved conditions for government online services. Regarding the expected results: (i) increased institutional capacity of digital government agency will be reflected in strengthened IHSI technical and organizational capabilities; (ii) increased efficiency of core management systems run by the Central MEF through digitalization of its internal management will be reflected in an increase of Central MEF macroprocesses supported by digital document management and digital signature solutions, and a decrease of payments to suppliers through checks and of cost spent in operations to make payments; and (iii) increased cybersecurity monitoring and management capacity of priority public agencies will be associated to an increased number of critical systems of priority agencies protected by the CSIRT.
2.5 Beneficiaries. This project will benefit the citizens of Haiti by improving (i) efficiency of core management systems run by the Central MEF that are key to improve public services production and delivery; and (ii) institutional, regulatory, technological, and digital talent enablers of digital transformation of public management which is a key means to improve efficiency, quality and inclusiveness of service delivery to citizens. The project will also develop digital skills of Central MEF employees as direct users of the digital solutions to be deployed through Component 2, as well as cybersecurity skills and awareness of employees of priority public agencies as users of the cybersecurity tools to be implemented through Component 3.
III. [bookmark: _Toc165659018]MONITORING
[bookmark: _Toc165659019]Description
3.1 Monitoring is understood as the group of processes required to measure and analyze the progress and performance of the project, identify deviations, propose changes, and initiate the corresponding changes.
3.2 The activities regulated by the IDB include the Progress Monitoring Report (PMR), the Supervision Plan, the result-monitoring midterm meeting, and the pre-completion meeting. Additionally, during the Kick-off Workshop, the procedures, responsibilities and additional monitoring tools of the operation will be agreed upon.
3.3 This section describes the monitoring processes, including the assignment of responsibilities, the methodology, the tools and the monitoring outputs. The work plan and budget associated with the monitoring activities are presented in section V of this Plan.
[bookmark: _Toc165659020]Responsibilities
3.4 The Responsibility Assignment Matrix (RACI) associated with this operation is presented in Table 1.[footnoteRef:2] The MEF Project Team (PEU) has the role of carrying out monitoring tasks, and the MEF is the entity responsible for the tasks being carried out and accountable for their execution. [2:  	The Performing entity has the role of carrying out the task. The entity that Approves is the one that is responsible for the task being carried out and the one that must be accountable for its execution. The Consulted entity is the one who must provide the necessary information to carry out the task and the Informed entity is the one who must be informed about the progress and results of the execution of the task.] 



[bookmark: _Toc165659021]Table 1. Responsibility Assignment Matrix
	Activities/Functions
	Performs
	Approves
	Consulted
	Informed

	1. Information gathering on the progress of the project
	PEU
	MEF
	
	IDB

	2. Calculation of performance indices
	IDB
	
	
	PEU

	3. Planning of corrective or preventive actions, including allocation of physical, technical, and financial resources
	PEU
	MEF
	IDB
	IDB

	4. Risks and performance indexes update
	PEU
	MEF
	
	IDB

	5. Preparation of semi-annual report
	PEU
	MEF
	IDB
	IDB

	6. Analysis of the semi-annual report for decision making
	PEU / IDB
	
	IDB
	

	7. Review of the Supervision Plan
	IDB
	
	
	PEU


[bookmark: _Toc106729397][bookmark: _Toc165659022]Methodology
3.5 This section describes how the monitoring/control of the project will be carried out, distinguishing between its outputs and outcomes.
3.6 In both cases, the outcome indicators (associated with the general and specific objectives) and output indicators included in the project's Results Matrix (RM) will be monitored.[footnoteRef:3]  [3:  	Section IV of this document presents further details on the outcome indicators.] 

3.7 The monitoring of the output indicators will be carried out throughout the entire project and will be recorded semi-annually in the corresponding PMR (notwithstanding the continuous monitoring carried out by the project team during the rest of the year). Although in most cases the outcome indicators will only be measured at the end of the project, the team will monitor any situation that may jeopardize the achievement of the development objectives represented by these indicators (including the ability to measure them).
3.8 The methodology for monitoring outputs is the Earned Value Method, which is the standard methodology used by the IDB.
3.9 The methodology for monitoring outcomes will consist of the following: Specific development objective (SDO) 1 outcome will be monitored at the IHSI level through yearly assessments of progress with adoption of technical and organizational recommendations. SDO 2 outcomes will be monitored at the MEF level through yearly assessments of: (i) deployment of digital solutions and effect on efficiency of Central MEF priority macroprocesses (with focus on the role played by digital document management and digital signature solutions); and (ii) deployment of digital payments for suppliers and effect on efficiency of payments processes and check issuance versus bank deposits payments. SDO 3 outcomes will be monitored at the CSIRT level through yearly assessments of CSIRT performance in terms of monitoring and protection of critical systems of select priority public agencies.
3.10 The Supervision Plan will present the annual planning of supervision activities to be carried out by the IDB. This Plan will adjust its activities and scope to the current situation of the project with the goal of maintaining or restoring the status of the project in the PMR as "satisfactory" and ensuring progress towards the fulfillment of the operation’s development objectives.
3.11 Additionally, the monitoring methodology includes holding a meeting to monitor the outcomes at midterm.[footnoteRef:4] The objective of the meeting is to agree on the actions that the project must undertake, during the second half of execution, to maximize its chances of having a satisfactory classification in the four central criteria of the PCR: relevance, effectiveness, efficiency and sustainability. As a result of this meeting, the Midterm report will be generated and, subsequently, the actions recommended by the IDB will be discussed with the grant beneficiary and the executing agency, and an agreement will be reached on which of these actions will be effectively implemented. The Midterm Evaluation Report will be submitted when disbursements reach 50%. [4:  	A model Terms of Reference for the result-monitoring midterm meeting is available at this link (in Spanish).] 

[bookmark: _Toc165659023]Tools
3.12 This section describes the monitoring tools that will be used in the project, distinguishing between outputs and outcomes.
3.13 Monitoring of outputs is based on the predefined tools at the IDB: the Pluriannual Execution Plan (PEP) and the Annual Operational Plan (AOP), the Procurement Plan, the Financial Plan, the Results Matrix, and the Response Plan.
3.14 Monitoring of outcomes is based on the following tools: yearly assessments of IHSI, MEF and CSIRT as described in paragraph 3.9.
[bookmark: _Toc165659024]Outputs
3.15 The PEU is responsible for submitting semi-annual progress reports to the Bank within 60 days after the end of each semester, the content of which is defined in the PMR. These reports will detail the progress in the implementation of the project and will include: physical and financial progress of the outputs; progress with the activities contemplated in the Annual Operational Plan (AOP); status of procurement and contracting processes; compliance with environmental and social safeguards; risk assessment; and updating of planning and monitoring tools, including the results matrix.
3.16 Additionally, the PEU will issue quarterly reports on key relevant issues regarding technical and financial progress with execution of Components 1, 2 and 3.
3.17 As a result of the result-monitoring midterm meeting, the Midterm Evaluation Report will be generated. This will include an agreement between the PTL and the COO on the recommended actions to manage the risk that the project does not achieve its expected outcomes in a relevant, efficient, and sustainable way.



IV. [bookmark: _Toc165659025]EVALUATION
[bookmark: _Toc165659026]Description
4.1 This section presents the evaluation plan, including the verification of the achievement of the project objectives, the relevant definitions of each associated indicator, the main evaluation questions, the existing knowledge on the evidence of the interventions and the methodology. Annex 2 presents a diagram with the vertical logic of the operation, connecting the key outputs with the specific and general objectives of the project, as well as the indicators of the results matrix.
4.2 The project evaluation plan will consist of: (i) an evaluation that allows verifying the achievement of the proposed objectives and determining their attribution; (ii) an evaluation that allows an ex post economic analysis; (iii) at closing, an analysis in accordance with the IDB guidelines of the Project Completion Report (PCR).[footnoteRef:5] [5:  	Annex 3 includes a series of resources for the preparation of PCRs.] 

4.3 Table 2 presents, for each outcome indicator (both associated with the general and specific objectives), the calculation methodology, the sources of information, the proposed attribution methodology, the time frame of the proposed evaluation and the justification.
4.4 The strategy to evaluate the outcomes is to use a no-attribution methodology – a before and after analysis. Even though an evaluation with attribution is desirable, the country context, including extremely limited information and a severely deteriorated FCCV situation, renders it unfeasible to carry out this type of methodologies.
[bookmark: _Toc165659027]Existing knowledge 
4.5 There is evidence about the effectiveness of interventions similar to those proposed in this project, as described below.
4.6 Wandaogo (2022) evaluated the impact of digitalization on government effectiveness using a panel methodology with data from 138 countries between 2006 and 2016. The results suggest that a government’s use of information and communication technologies (ICT) improves its effectiveness in both developing and developed countries. The study also finds that an additional increase in digitalization of one unit has an average impact on government effectiveness of 0.048 for countries that have an average effectiveness below the median. 
4.7 Roseth et al (2018) analyze several LAC country case studies and find that government transactions (i.e. transactional public services) in the region are slow, prone to corruption, and exacerbate poverty and exclusion, as many of these transactions are carried out in person and on paper. This generates inefficiencies and costs for the citizens, the firms, and the government, with the government ultimately failing to connect public policies and services with intended beneficiary citizens and firms. The authors also find that digital technologies have a key role to address these issues as digitalization of government transactions are faster (74% on average), cheaper (between 2.35% and 5% of the cost of in person on paper transactions), and less vulnerable to corruption.
4.8 McKinsey Global Institute (2013) estimated that digitalization could deliver productivity improvements of at least for $1 trillion across the global public sector. Likewise, McKinsey & Company (2017) analyze government productivity and find that digitalization and data analytics improve efficiency, effectiveness and citizen satisfaction. 
4.9 Vasconcelos et al (2021) analyze public sector organizations in Brazil and find that ICT performance is positively correlated with the performance of the organization as a whole, and that the use of digital governance frameworks has a positive impact on the efficiency of digital governance.
4.10 ENISA (2012) examines the returns on investment in cybersecurity and the cost effectiveness of CSIRTs. Their analysis underscores that cybersecurity is an investment that provides loss prevention (rather than profits), that CSIRTs’ carry out beneficial actions in terms of detecting, handling, recovering from, and deterring incidents early and efficiently, and therefore they assess the profitability of CSIRTs by estimating the difference of costs to handle incidents with the help of CSIRTs versus not having these.
4.11 The project ex-ante Economic Analysis follows the above evidence and underlying methodologies. Thus, the project economic analysis focuses on: (i) digital transformation of Central MEF internal management, and the benefits of digitalization in terms of efficiency of processes and transactions that underly management systems run by the Central MEF, including (a) public employees productivity gains associated with the implementation and use of the digital solutions to be deployed, and (b) savings from digital payments for suppliers; and (ii) increased public sector cybersecurity capacity with improved ability to prevent, detect, and recover from cyberattacks, and benefits in terms of reduced direct costs of cyberattacks as well as reduced costs of response to cyberattacks. The analysis yields the following results: in the conservative (base) scenario, Component 2 Net Present Value (NPV) is US$3,577,373 and Economic Rate of Return (ERR) is 20.9% (higher than the social discount rate of 12%); and Component 3 NPV is US$662,370 and ERR is 17.1%. The sensitivity analysis shows that under an optimistic scenario Component 2 NPV is US$5,944,085 and ERR is 26.3%; and Component 3 NPV is US$ 859,063 and ERR is 18.5%.

[bookmark: _Toc106729403]
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4.12 
[bookmark: _Toc165659028]Table 2. Outcome Indicators: definitions[footnoteRef:6] [6:  	On the OLP page on Development Effectiveness, it is possible to find reference material (courses and videos), including bibliography related to the following themes: Indicators, Goals, the relationship between the POD, the DEM matrix and the Results Matrix, Monitoring and Evaluation.] 

	Indicators
	Calculation methodology
	Information sources and responsible institution
	Attribution Analysis
	Measurement time frame 
	Goals justification

	General Development Objective. Contribute to improvements to policy implementation and service delivery to citizens by supporting increased effectiveness of public management through digitalization

	1.1. Improved conditions for government online services
	- Unit of measurement: 
Online services index of UN e-government index

- Calculation methodology: 
UN e-government index methodology
	- Source of information:
UN e-government index

- Entity in charge:
UN
	Attribution methodology:

- No attribution: 
Before and after analysis

	Years 1 through 5
	- Baseline value (0.087) corresponds to Haiti’s online services index value in 2022 (country global e-government index value is 0.248 and global ranking 187 of 193, in 2022)

- Target for year 5 (0.092) corresponds to the online services index value that Haiti had in 2012 (year in which country global e-government index value was 0.151 and global ranking 187). Thus, end of project target is equivalent to restoring a development level previously achieved by the country, while the expected improvement remains comparable to the index value of the next country above Haiti in the 2022 ranking (0.095)

	Specific Development Objective (SDO) 1. Increase the institutional capacity of the digital government agency

	1.1 IHSI technical and organizational capabilities increased
	- Unit of measurement: 
% of technical and organizational recommendations adopted

- Calculation methodology: 
Number of manuals adopted
	- Source of information & Entity in charge:
PEU semi-annual report

	Attribution methodology:

- No attribution: 
Before and after analysis

	Years 1 through 5
	- Baseline value (0%) reflects that currently no recommendation has been adopted. Recommendations will be issued as part of the report on Diagnosis and recommendations to improve digital governance architecture (Output 1.1.1)

- Target for year 5 (60%) reflects goal of at least 60% of recommendations being adopted by the IHSI in consistency with a better role definition reflecting the IHSI mandate as digital government agency




	Indicators
	Calculation methodology
	Information sources and responsible institution
	Attribution Analysis
	Measurement time frame 
	Goals justification

	Specific Development Objective (SDO) 2. Increase efficiency of core management systems run by the Central MEF through digitalization of Central MEF internal management

	2.1 Documents managed and signed digitally
	- Unit of measurement: 
% of Central MEF macroprocesses supported by digital document management and/or digital signature solutions

- Calculation methodology: 
Number of priority macroprocesses for solutions deployment divided by total number of macroprocesses
	- Source of information & Entity in charge:
PEU semi-annual report

	Attribution methodology:

- No attribution: 
Before and after analysis

	Years 1 through 5
	- Baseline value (0%) reflects the fact that currently neither digital document management solution nor digital signature solution is in place, and therefore 0% of Central MEF macroprocesses is supported by these solutions

- Target for year 5 (38%) reflects goal of deploying digital solutions at Central MEF with focus (for piloting and scaling up of solutions) on priority macroprocesses. There is a total of 8 macroprocesses at Central MEF: I) Internal services macroprocesses of a) General Directorate (GD)’s DRH (#1), DAA (#2), DEE (#3), DAJ (#4), DPC (#5), DIF (#6) [footnoteRef:7], and b) DGTCP (#7); and II) Deconcentrated services macroprocess of DGB (#8). The 3 priority macroprocesses for solutions deployment are: GD DAA (#2), DGTCP (#7), and DGB (#8) [7:  	This refers to General Directorate’s Human Resources Directorate (DRH), Administrative Affaires Directorate (DAA), Economic Studies Directorate (DEE), Legal Affairs Directorate (DAJ), Civil Pension Directorate (DPC), and Fiscal Inspection Directorate (DIF).] 


	2.2 Payments to suppliers made digitally
	- Unit of measurement: 
% of checks issued for payments to Central MEF suppliers that are enabled to receive bank deposits [footnoteRef:8] [8:  	Suppliers enabled to receive bank deposits are suppliers that (i) have a bank account, and (ii) are compliant with DGI and other requirements.] 


- Calculation methodology: 
Number of checks issued for payments to suppliers divided by total number of payments to suppliers
	- Source of information & Entity in charge:
PEU semi-annual report

	Attribution methodology:

- No attribution: 
Before and after analysis

	Years 1 through 5
	- Baseline value (100%) reflects the fact that currently 100% of payments to Central MEF suppliers are made through checks. That is, 100% of payments to suppliers are made through non-digital means

- Target for year 5 (70%) reflects goal of 30% of payments to Central MEF suppliers (i.e. suppliers enabled to receive bank deposits) done through bank deposits and not through checks




	Indicators
	Calculation methodology
	Information sources and responsible institution
	Attribution Analysis
	Measurement time frame 
	Goals justification

	2.3 Cost savings in operations to pay suppliers
	- Unit of measurement: 
Savings due to reduction of checks issued for payments to suppliers as % of budget for suppliers

- Calculation methodology: 
Savings from reduction of checks issuance divided by budget for suppliers
	- Source of information & Entity in charge:
PEU semi-annual report

	Attribution methodology:

- No attribution: 
Before and after analysis

	Years 1 through 5
	- Baseline value (0.00%) reflects the fact that currently 100% of payments to Central MEF suppliers are made through checks and therefore there are no savings from paying through bank deposits instead

- Target for year 5 (0.07%) reflects expected savings from 30% of payments to Central MEF suppliers done through bank deposits and not checks as percentage of yearly budget for suppliers. Savings include savings for the government on costs of check issuance and payments processing; and savings for suppliers on costs of check collection and cashing and of payment request, follow up, and other associated processes

	2.4 Employees with increased digital skills for the use and/or management of new solutions
	- Unit of measurement: 
Number of employees

- Calculation methodology: 
Number of employees trained and certified
	- Source of information & Entity in charge:
PEU semi-annual report

	Attribution methodology:

- No attribution: 
Before and after analysis

	Years 1 through 5
	- Baseline value (0) reflects the fact that currently no employees are trained in the digital solutions to be deployed by the project

- Target for year 5 (600) reflects goal of training and certifying the Central MEF senior staff on the use and/or management of new digital solutions to be deployed by the project

	2.5 Women employees with increased digital skills for the use and/or management of new solutions
	- Unit of measurement: 
Number of women employees

- Calculation methodology: 
Number of women employees trained and certified
	- Source of information & Entity in charge:
PEU semi-annual report

	Attribution methodology:

- No attribution: 
Before and after analysis

	Years 1 through 5
	- Baseline value (0) reflects the fact that currently no women employees are trained in the digital solutions to be deployed by the project

- Target for year 5 (180 or 30% of 600 trainees) reflects goal of women employees trained and certified representing a percentage of trainees consistent with their participation in the Central MEF workforce (30% of employees categories A and B)




	Indicators
	Calculation methodology
	Information sources and responsible institution
	Attribution Analysis
	Measurement time frame 
	Goals justification

	Specific Development Objective (SDO) 3. Increase cybersecurity monitoring and management capacity of priority public agencies

	3.1 Public agencies' critical systems under cybersecurity monitoring and management by Cybersecurity Incident Response Team (CSIRT)
	- Unit of measurement: 
Number of systems

- Calculation methodology: 
Number of systems under cybersecurity monitoring and management by CSIRT
	- Source of information & Entity in charge:
PEU semi-annual report

	Attribution methodology:

- No attribution: 
Before and after analysis

	Years 1 through 5
	- Baseline value (0) reflects the fact that currently there is no CSIRT implemented in the country, and therefore there are no public agencies’ critical systems under its protection

- Target for year 5 (3) reflects goal of monitoring and managing cybersecurity incidents in 3 priority public agencies

	3.2 Public sector employees of priority public agencies trained and certified on cybersecurity awareness
	- Unit of measurement: 
Number of employees

- Calculation methodology: 
Number of employees trained and certified on cybersecurity awareness
	- Source of information & Entity in charge:
PEU semi-annual report

	Attribution methodology:

- No attribution: 
Before and after analysis

	Years 1 through 5
	- Baseline value (0) reflects the fact that currently there are no cybersecurity awareness campaigns in place

- Target for year 5 (500) reflects goal of implementing yearly cybersecurity awareness campaigns through the project, so that on average 100 employees are trained and certified per year





[bookmark: _Toc165659029]Table 3. Output Indicators: definitions
	Indicators
	Unit of measurement
	Means of verification
	Measurement time frame 
	Comments

	Component 1. Public sector digital governance

	Sub-component 1.1 Strengthening of digital governance architecture

	1.1.1 Diagnosis and recommendations to improve digital governance architecture delivered
	Report


	MEF Project Team Report
	Years 1 through 5
	This also includes dialogue and coordination events with the participation of all relevant digital government stakeholders

	Sub-component 1.2 Strengthening of digital government agency (IHSI)

	1.2.1 IHSI technical capacity increased
	Contract package
	MEF Project Team Report
	Years 1 through 5
	This entails the reinforcement of the IHSI technical team through the financing of IHSI specialized team members (i.e. individual consultants)

	1.2.2 Technical assistance to IHSI provided
	Contract package
	MEF Project Team Report
	Years 1 through 5
	This entails technical assistance and training to the IHSI through the financing of consulting firms and/or individual consultants to support priority topics related to the design and implementation of the national digital agenda

	1.2.3 IHSI operations manual prepared
	Report
	MEF Project Team Report
	Years 1 through 5
	-

	Component 2. Digital transformation of central MEF internal management

	Sub-component 2.1 Strengthening of digital infrastructure

	2.1.1 MEF buildings and spaces connected
	Connectivity hubs
	MEF Project Team Report
	Years 1 through 5
	-

	2.1.2 MEF buildings and spaces connected with reinforced power supply
	Power systems
	MEF Project Team Report
	Years 1 through 5
	-

	2.1.3 MEF cloud infrastructure reinforced
	Cloud infrastructure
	MEF Project Team Report
	Years 1 through 5
	-




	Indicators
	Unit of measurement
	Means of verification
	Measurement time frame 
	Comments

	Sub-component 2.2 Strengthening of digital shared crosscutting solutions

	2.2.1 MEF interoperability platform reinforced
	Platform
	MEF Project Team Report
	Years 1 through 5
	-

	2.2.2 MEF institutional email system implemented
	System
	MEF Project Team Report
	Years 1 through 5
	-

	2.2.3 MEF digital document management solution designed and implemented
	Digital solution
	MEF Project Team Report
	Years 1 through 5
	-

	2.2.4 MEF digital signature solution designed and implemented
	Digital solution
	MEF Project Team Report
	Years 1 through 5
	-

	2.2.5 MEF payment for suppliers digital solution designed and implemented
	Digital solution
	MEF Project Team Report
	Years 1 through 5
	-

	2.2.6 MEF hybrid -in office and remote- work solution designed and implemented
	Digital solution
	MEF Project Team Report
	Years 1 through 5
	-

	2.2.7 Training on solutions use and management delivered
	Training campaigns
	MEF Project Team Report
	Years 1 through 5
	-

	2.2.8 Change management strategy designed and implemented
	Strategy
	MEF Project Team Report
	Years 1 through 5
	-

	Sub-component 2.3 Strengthening of MEF Information Systems Directorate (DSI) technical capacity

	2.3.1 DSI technical and operational capacity increased
	Contract package
	MEF Project Team Report
	Years 1 through 5
	This entails the reinforcement of the DSI technical team through the financing of DSI specialized team members (i.e. individual consultants)

	2.3.2 Technical assistance to DSI provided
	Contract package
	MEF Project Team Report
	Years 1 through 5
	This entails technical assistance and training to the DSI through the financing of consulting firms and/or individual consultants to support priority topics related to the design and implementation of the masterplan for the digital transformation of the MEF





	Indicators
	Unit of measurement
	Means of verification
	Measurement time frame 
	Comments

	Component 3. Public sector cybersecurity capacity

	Sub-component 3.1 Development of public sector cybersecurity governance ponent 1.1 Strengthening of digital governance architecture

	3.1.1 Diagnosis and recommendations to define cybersecurity governance delivered
	Report


	MEF Project Team Report
	Years 1 through 5
	-

	Sub-component 3.2 Development of capacity to protect, monitor, detect, respond and recover from cybersecurity incidents

	3.2.1 Cybersecurity Incident Response Team (CSIRT) implemented
	Contract package
	MEF Project Team Report
	Years 1 through 5
	-

	3.2.2 CSIRT equipped to monitor and manage cybersecurity incidents
	Toolkit
	MEF Project Team Report
	Years 1 through 5
	-

	3.2.3 Technical assistance to CSIRT provided
	Contract package
	MEF Project Team Report
	Years 1 through 5
	This entails technical assistance and training to the CSIRT through the financing of consulting firms and/or individual consultants to support priority topics related to the CSIRT operation. This also includes financing of third-party cybersecurity services supporting the operation of the CSIRT

	3.2.4 Training to cybersecurity specialists in priority public agencies delivered
	Training campaigns
	MEF Project Team Report
	Years 1 through 5
	-

	3.2.5 Cybersecurity awareness campaigns for public sector employees delivered
	Awareness campaigns
	MEF Project Team Report
	Years 1 through 5
	-





[bookmark: _Toc165659030]Main evaluation questions
4.13 The evaluation will assess the program's contribution to the fulfillment of the objectives, through the outcome indicators.
4.14 In particular, the proposed evaluation will answer the following questions:
· Has the objective of increasing the institutional capacity of the digital government agency been achieved? In particular:
· Have the IHSI technical and organizational capabilities increased?
· Has the objective of increasing efficiency of core management systems run by the Central MEF through digitalization of Central MEF internal management been achieved? In particular:
· Are documents managed and signed digitally?
· Are payments to suppliers made digitally?
· Have cost savings in operations to pay suppliers materialized?
· Have employees increased their digital skills for the use and/or management of new solutions?
· Have women employees increased their digital skills for the use and/or management of new solutions?
· Has the objective of increasing cybersecurity monitoring and management capacity of priority public agencies been achieved? In particular:
· Are public agencies' critical systems under cybersecurity monitoring and management by the Cybersecurity Incident Response Team (CSIRT)?
· Have public sector employees of priority public agencies been trained on cybersecurity awareness?
4.15 The qualitative evaluation will answer the following main evaluation questions:
· Were the project’s vertical logic, theory of change and results chain sound? 
· What were the main weaknesses and challenges in the implementation of the project?
· How was experiential learning -learning by doing, experimentation, iteration and adaptability- leveraged to enhance project implementation and increase development effectiveness?
· How was learning from implementation during project execution leveraged to provide constant and real-time feedback to adjust design and enhance execution in order to achieve expected results and increase development effectiveness?
· What were the key institutional capacity aspects to increase development effectiveness? That is, what were the main institutional capacity gaps addressed? And how was institutional capacity strengthened to improve (and leverage) public agencies’ technical and organizational capability to (i) effectively implement the project to achieve expected development outcomes (project execution capability); and (ii) ensure sustainability of outcomes (policy implementation capability)?
· How were governance and accountability as well as appropriation and ownership fostered to improve both effective project implementation capability and effective policy implementation capability?
· What are the perceptions of executing agents and other key stakeholders about the effectiveness of the project?
4.16 The ex-post economic evaluation will answer the following main evaluation questions:
· What results were obtained from the ex-post cost-benefit analysis? What is the ex‑post economic internal rate of return (ERR)? How does it compare to the discount rate?
· Were the benefits estimated in the ex-ante analysis achieved? What explains deviations from estimated benefits?
[bookmark: _Toc165659031]Key outcome indicators and sources of information
4.17 The evaluation’s key outcome indicator is SDO 2.1 Documents managed and signed digitally, measured by the % of Central MEF macroprocesses supported by digital document management and/or digital signature solutions. Information sources are internal to the Central MEF, and mainly the PEU semi-annual reports.
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4.18 Before and After Analysis (without attribution). The project will include an evaluation using a mixed methodology based on: i) a before and after evaluation for the outcome indicators; ii) a critical review of the vertical logic and theory of change of the project during preparation, implementation and completion; iii) an analysis of project results in the context of existing evidence of the effectiveness of similar interventions; and iv) a qualitative evaluation to gather information on the operation of the project and the perceptions of key stakeholders regarding the plausible contribution of the project to the results achieved.
4.19 Before and after studies measure the performance of outcome indicators before and after the introduction of the intervention in the same area or units affected by the intervention. Under this design it is assumed that the observed changes are due to the intervention. This method is relatively simple to use; however, it is an inherently weak evaluation design, as secular trends or sudden changes make it difficult to conclude that the observed changes are due to the intervention.
4.20 Ex post economic evaluation. The ex-ante cost-benefit analysis will be updated using the methodology described in the project ex-ante Economic Analysis, which focuses on: (i) digital transformation of Central MEF internal management, and the benefits of digitalization in terms of efficiency of processes and transactions that underly management systems run by the Central MEF, including (a) public employees productivity gains associated with the implementation and use of the digital solutions to be deployed, and (b) savings from digital payments for suppliers; and (ii) increased public sector cybersecurity capacity with improved ability to prevent, detect, and recover from cyberattacks, and benefits in terms of reduced direct costs of cyberattacks as well as reduced costs of response to cyberattacks. Main aspects to be updated and assessed ex-post include: assumptions and corresponding parameters, benefits, and costs.

4.21 Qualitative evaluation. The qualitative evaluation will be a critical complementary evaluation as its objective is to assess: (i) soundness of project’s vertical logic, theory of change and results chain; and (ii) key institutional capacity aspects to increase development effectiveness, in terms of both project execution capability and policy implementation capability, including (a) public agencies’ technical and organizational capacity; and (b) governance and accountability as well as appropriation and ownership. Indicators of interest of the qualitative evaluation are all SDO indicators. Evaluation questions to be answered by this analysis are described in paragraph 4.14 in consistency with the qualitative evaluation objective. 
[bookmark: _Toc165659033]Results Report
4.22 Mechanisms for reporting the results of the evaluation. The evaluation results will be reported jointly with the final performance evaluation.
4.23 Final performance evaluation. The PEU will submit a final evaluation of the project to the Bank when disbursements reach 90% or when the disbursement expiration date has been reached (whichever happens first). This evaluation will contain, as a minimum, the documentation of the performance achieved in the core and non-core criteria of the PCR, and the documentation of the evaluation arrangements implemented and their results.
4.24 Project Completion Report. The Bank will prepare a Project Completion Report (PCR) to document the results obtained with the implementation of the project.
V. [bookmark: _Toc165659034]BUDGET FOR MONITORING AND EVALUATION ACTIVITIES
5.1 The Executing Agency, through the PEU, and the IDB will be responsible for carrying out the monitoring activities and presenting timely information on the implementation of the project and the progress of the indicators, through the preparation of the reports described in section III.C. The IDB project team and the PEU will coordinate the production of timely monitoring reports to ensure proper implementation of the monitoring plan.
5.2 In addition, the Bank, through the IDB project team, will carry out periodic Inspection Visits to monitor project activities. The Bank will also rely on periodic Administration Missions with the objective of analyzing the progress of the project and dealing with specific issues identified. Lastly, during project execution, the PEU will present the project's financial statements to the Bank annually for the corresponding Financial Audit, under the terms established in the General Conditions of the Grant Agreement.
5.3 The PEU and the IDB will be responsible for implementing the project evaluation plan. For the before and after evaluation, the PEU will be responsible for data collection and systematization, while data analysis and preparation of the final report will be under the shared responsibility of the PEU and the IDB.
5.4 Table 4 presents the activities, both for monitoring and evaluation, that will be contracted during project execution.
5.5 
[bookmark: _Toc165659035]Table 4. Monitoring and evaluation activities to be contracted
	Key monitoring activities / outputs by activity
	Activity start time
	Responsible entity
	Funding Source
	Cost (US$)

	Monitoring-related actions 

	Elaboration of start-up plan
	Year 1, Q1
	IDB
	HA-J0010
	35,000

	Monitoring missions or visits
	Years 1 – 5
	PEU, IDB
	HA-J0010
	80,000

	Financial audit
	Years 1 – 5
	PEU
	HA-J0010
	318,000

	Midterm evaluation
	Year 3, Q4
	PEU, IDB
	HA-J0010
	50,000

	Project closure workshop
	Year 5, Q4
	IDB
	HA-J0010
	35,000

	Monitoring Subtotal 
	518,000

	Evaluation-related activities

	Evaluation before / after
	
	
	
	100,000

	Data collection
	Year 5, Q4
	PEU
	HA-J0010
	-

	Data analysis
	Year 5, Q4
	PEU, IDB
	HA-J0010
	-

	Preparation of results report
	Year 5, Q4
	PEU, IDB
	HA-J0010
	-

	Qualitative Evaluation
	Year 5, Q4
	PEU, IDB
	HA-J0010
	50,000

	Ex-post Economic Evaluation
	Year 5, Q4
	PEU, IDB
	HA-J0010
	50,000

	Project Completion Report
	Year 6, Q1
	IDB
	Transactional budget
	35,000

	Evaluation Subtotal 
	235,000

	Monitoring and Evaluation Activities Total Cost 
	753,000
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Annex 1 – Table of costs by component (US$)
	Component/Outputs
	Year 1
	Year 2
	Year 3
	Year 4
	Year 5
	Total US$
	%

	Component 1. Public Sector Digital Governance
	67,000
	326,343
	373,304
	245,091
	188,262
	1,200,000
	7%

	Component 2. Digital Transformation of Central MEF Internal Management
	113,250
	1,091,160
	2,708,769
	2,827,243
	2,559,578
	9,300,000
	58%

	Component 3. Public Sector Cybersecurity Capacity
	52,000
	629,227
	854,806
	752,404
	711,563
	3,000,000
	19%

	Project Management
	339,122
	388,935
	608,208
	428,831
	734,905
	2,500,000
	16%

	Total
	571,372
	2,435,665
	4,545,087
	4,253,569
	4,194,308
	16,000,000
	100%





Annex 2 – Operation’s vertical logic diagram[footnoteRef:9] [9:  	GDO: General Development Objective, SO: Specific Objective, C: Component, I: Indicator associated to GDO, R: Indicator associated to SO, KP: Key output.] 
GDO: Contribute to improvements to policy implementation and service delivery to citizens by supporting increased effectiveness of public management through digitalization
I.1 Improved conditions for government online services

Problem and evidence: The problem identified is the government’s ineffective policy implementation and service delivery to citizens (Haiti is one of the most fragile countries in the world (11 out of 179) and one of the least effective governments (0.94th percentile)). The project will address one of its main causes: the inability to leverage digital technologies in public management. This in turn is due to: (i) weak public sector digital governance; (ii) gaps in technological enablers and capabilities to digitalize and increase efficiency of core crosscutting management systems run by the Central MEF; and (iii) limited public sector cybersecurity capacity.

Beneficiaries: The project will benefit the citizens of Haiti by improving (i) efficiency of core management systems run by the Central MEF that are key to improve public services production and delivery; and (ii) institutional, regulatory, technological, and digital talent enablers of digital transformation of public management which is a key means to improve efficiency, quality, and inclusiveness of service delivery to citizens. The project will also develop digital skills of Central MEF employees and cybersecurity skills and awareness of priority public agencies’ employees.
C1. Public Sector Digital Governance (US$1.2M)
KP1.1.1 Diagnosis and recommendations to improve digital governance architecture delivered.
KP1.2.1 IHSI technical capacity increased
KP1.2.2 Technical assistance to IHSI provided.
KP1.2.3 IHSI operations manual prepared.
C2. Digital Transformation of Central MEF Internal Management (US$9.3M)
C3. Public Sector Cybersecurity Capacity (US$3.0M)
KP2.1.1 MEF buildings and spaces connected.
KP2.1.2 MEF buildings and spaces connected with reinforced power supply.
KP2.1.3 MEF cloud infrastructure reinforced
KP2.2.1 MEF interoperability platform reinforced.
KP2.2.2 MEF institutional email system implemented.
KP2.2.3 MEF digital document management solution designed and implemented.
KP2.2.4 MEF digital signature solution designed and implemented.
KP2.2.5 MEF payment for suppliers digital solution designed and implemented
KP2.2.6 MEF hybrid -in office and remote- work solution designed and implemented.
KP2.2.7 Training on solutions use and management delivered.
KP2.2.8 Change management strategy designed and implemented.
KP2.3.1 DSI technical and operational capacity increased
KP2.3.2 Technical assistance to DSI provided.
KP3.1.1 Diagnosis and recommendations to define cybersecurity governance delivered.
KP3.2.1 Cybersecurity Incident Response Team (CSIRT) implemented.
KP3.2.2 CSIRT equipped to monitor and manage cybersecurity incidents.
KP3.2.3 Technical assistance to CSIRT provided.
KP3.2.4 Training to cybersecurity specialists in priority public agencies delivered.
KP3.2.5 Cybersecurity awareness campaigns for public sector employees delivered.
Vasconcelos et al (2021), McKinsey Global Institute (2013), McKinsey & Company (2017), Roseth et al (2018)
McKinsey Global Institute (2013), McKinsey & Company (2017), Roseth et al (2018)
ENISA (2012)
SO1. Increase the institutional capacity of the digital government agency
R.1.1 IHSI technical and organizational capabilities increased

Evidence of weak public sector digital governance: (i) Overlapping roles and lack of coordination and accountability mechanisms; and (ii) Low capacity of IHSI to fulfill its mandate of digital government agency.

Beneficiaries: Citizens of Haiti, and IHSI employees
SO2. Increase efficiency of core management systems run by the Central MEF through digitalization of Central MEF internal management
SO3. Increase cybersecurity monitoring and management capacity of priority public agencies
R.2.1 Documents managed and signed digitally
R.2.2 Payments to suppliers made digitally
R.2.3 Annual cost spent on operations to pay suppliers decreased
R.2.4 Employees with increased digital skills for use and/or management of new solutions
R.2.5 Women employees with increased digital skills for use and/or management of solutions

Evidence of MEF technological enablers and capabilities gaps: (i) Deficient digital infrastructure and shared solutions to digitalize management systems’ processes, including key internal management tools: low connectivity with unstable electricity & weak cloud infrastructure; limited interoperability, deficient institutional email, paper-based in-person transactions for document management & signature and payments management; (ii) Cumbersome, costly processes and frail consensus on process optimization; (iii) Undermined operational capacity and brain drain due to FCCV; and (iv) Low technical capacity and digital skills.

Beneficiaries: Citizens of Haiti, MEF suppliers, and MEF employees
R.3.1 Public agencies' critical systems under cybersecurity monitoring and management by Cybersecurity Incident Response Team (CSIRT)
R.3.2 Public sector employees of priority public agencies trained on cybersecurity awareness

Evidence of limited public sector cybersecurity capacity: (i) Lack of public sector cybersecurity governance; and (ii) Lack of operational and technical capacity to protect, monitor, detect, respond and recover from cybersecurity incidents.

Beneficiaries: Citizens of Haiti, and priority public agencies’ employees


Wandaogo (2022), Roseth et al (2018)
Wandaogo (2022), Roseth et al (2018)
Wandaogo (2022), Roseth et al (2018)




[bookmark: _Toc165659039]Annex 3 – Resources for the preparation of PCRs

1. PCR Guidelines: ES | EN | PO
2. PCR template with instructions ES|EN
3. Courses for clients and consultants ES|EN
4. Information requirements checklist ES|EN
5. Interactive infographic of the approval process ES|EN
6. PCR examples EN
7. Frequently asked questions ES|EN
8. Generic TORs to support PCR ES|EN (only internal access)
9. PCR web page in OLP ES|EN (only internal access)
10. Courses for IDB teams ES|EN (only internal access)


